Creation of a wireless video system to improve athlete
experience at rowing regattas and simplify the collection
of split times using commercially available technology.
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Used at the Rowing Canada Aviron National Rowing Championships held at Burnaby Lake, Burnaby BC
on November 9, 10 & 11, 2017. Tested at the Canadian University Rowing Championships, held
November 3 & 4, 2017 also at Burnaby Lake.

Developed by Simon Litherland of the False Creek Rowing Club, as part of his responsibilities for timing
and results for the event as a member of the Local Organizing Committee.
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Purpose:

Aim:

Develop a system to reduce the number of volunteers required to stage a sprint rowing regatta
with 500 m split timing in August on a lake with water only access to start and 500 metre
platforms in November.

to use wireless signal transmission to bring video of the events at the start and 500m, 1000m
and 1500m platforms to the finish line with sufficient clarity to provide meaningful images
suitable for results gathering.

Reduce the need to have volunteers stationed on pilings along the 2,000 metre course in
November.

To provide a relay of live stream of events on the course to the athlete area.

What it was not:

it was not a system to replace the accuracy of the FinishLynx primary race timing system or
backup times carried by umpires following the race.

It was not intended to provide video replay of events at any location.

It was not a way to display the finish line video to the athlete or coaching audience.

Potential problems:

If the regatta had had a delay that then triggered shorter intervals between races, the system as
used would not have been able to provide the all results needed.

Finish Lynx operation when everything goes according to plan can be performed by someone
with reasonable technical competency. In the event that that doesn’t happen (a race restart,
missed data capture, change in event order, equipment issue) someone with Finish Lynx
knowledge is required.

The race schedule was set up to use time trials on the first day, then sprint events on the first
and second days on 8 minute centres and 7 minute centres on the final day. Having 7 minute
centres on the first day would have required dedicated, consistent volunteers the whole day for
most roles.

Using longer straps to attach poles at each station to pilings to allow strapping to be applied in 2
locations per pole to prevent shifting in the wind would have been better.

Using the 2 GHz Ubiquiti NSM2 transmitters would have encountered too much interference.
The NSM5 transmitters provided a better and less conflicted signal.

Actual problems:

Signal receptions issues were observed (likely due to metal fencing in the finish area) and caused
image stutter. This was mostly mitigated by moving the finish line access point on the 2™ day.
Using a 22 monitor in the finish area during the testing of the system did not provide enough
detail for the purpose. It was replaced with a 40” television for the event itself.

Display of the cameras in the athlete’s area was initially done with a projector with insufficient
lumens to create a bright image during the test. A generous donor provided a 66 4K TV monitor
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purchased at a large discount due to a flaw in the screen (a single vertical bright line on the
image) to use in the athlete’s area for the event.

The distortion of the camera image at the edges does not allow the camera to be pointed too far
up the course.

Competitors who row in a lane other than the one that they started in may get identified
incorrectly. Separating volunteer duties in terms of timing and bow order and having several
people involved in bow order, and one person collecting that information prior to updating the
results system.

One of the people who was to perform Regatta Master progressions was unable to be onsite.
With dedicated internet connectivity they were able to work from an alternate location offsite.
The Finish Lynx and split timing team had to remain outside (under cover) during the whole
regatta. On blustery days, in November. Therapeutic heating electric pads were provided and
volunteers wore seasonally appropriate clothing.

The “open microphone” starts using the official’s radios were subject to radio interference. It
would have been addressed by having a cell phone at the start with unlimited minutes running
in handsfree mode. This was done for time trials, but not sprints. There is a slight lag with cell
phones, but the video system also has approximately 0.5 seconds lag so the split timing system
would all be running with roughly the same lag time and results would be therefore be as
accurate as reasonably possible.

It was difficult to determine order for the first 500m splits as competitors were still closely
bunched at that point. Lots of eyes on the screen helped, and at times, using cell phone cameras
to capture the video image and replaying allowed us to get better data.

The cabling for the solar panel charge controllers was not as secure as | would have hoped.
Mounting the charge controllers to a wood panel, then binding the charge controller wiring
connections to the panel would have prevented nervous moments.

The power inverters located on each 500 metre platforms would not turn on when the
temperature had been close to 0 degrees C. Holding them for a moment to warm up with body
heat worked, but there must be higher quality products out there.

When the cameras were powered up in the morning, there was fog on the lens. By powering up
the cameras in the dark, the infrared lamps in the camera used for lighting up the field of view in
the dark warmed the cameras and dispersed the lens fogging.

Potential improvements:

Install power buttons (wired) at each stations installation to an accessible location at each 500m
piling so that the draw on the battery could be disabled nightly rather than removing the battery
each night.

During set up, have the viewing station set up in advance so that a person at the finish area
could assist the person installing the camera to direct it properly rather than doing it later.

Have a much larger monitor at the finish line so that 4 images could be shown simultaneously on
the one screen rather than skipping from one image to another.

Purchasing a system with a 4K network video recorder so that when four cameras are being
used simultaneously each image on a 4k monitor is as clear as possible.
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Arrange for a dedicated voice link (such as 2 cell phones in handsfree mode) from the start
platform to the finish tent to be open throughout the regatta. The finish line should mute their
lines as they are the noisy side of the link except as needed.

An addition camera mounted on the Start Platform looking at the competitors would have been
preferable and could have used the spare camera that came with the system. An additional
transmitter would have been required, along with other station devices as described below.

If racing was to happen with less than 5 minute centres, in order to be able to capture all split
times there would need to be either a very large screen display (66°’+) in the finish tent, or a
separate network video recorder and display for starts and 500 metre cameras. In either
scenario, there would also need to be a separate computer for the 500 metre splits.

Basic description of finish tent positions (volunteers and professionals):

A Finish Lynx (silver version) system was used for primary start and finish timing. When
antennas were properly installed (as high as possible and vertically) the system worked
flawlessly. This requires 3 individuals:
e Race start system activation (could be a new volunteer or official).
e Finish capture. (could be a new volunteer)
e Results evaluation. (experienced Finish Lynx individual)
Regatta Master data processing in terms of integrating data from Finish Lynx start & finish
timing and Regatta Master split timing. Results where then generated and used for
progressions. This required 2 individuals knowledgeable with RegattaMaster:
o Data integration and results production.
o Progressions from time trials to reparcharges, heats semi finals and finals from a
format defined in advance.
= This person also did the advance draw (with input from the RCA High
Performance Team as to order of start for the first 20 athletes).
= They also completed the schedule to accommodate specific events in
advance: volunteer and officials shift start and stop times, Remembrance
Day 11 am minute of silence observance.
Using a combination of the official’s radios, cell phones and the video system, the Regatta
Master start operator captured the start of each race in Regatta Master system (the Regatta
Master start timing is used to determine the split times at the 500m, 1000m and 1500m points).
This required a dedicated individual who could be trained at the start of their shift. (This person
could also have acted as an observer for the split times, but not the finish times as the next race
starts were often happening during the finish of the previous race. Finish order is performed by
officials in any case).
Regatta Master split timing was performed by a single dedicated volunteer. Using a computer
with multiple displays, and separate windows for the first, second and third 500 metre splits the
times were captured from the video system. It worked well having the same volunteer for all
shifts of the regatta.
Regatta Master finish timing was performed by a dedicated volunteer who also controlled the
cameras being displayed by the network video recorder onto the TV monitor at the finish. They
would take finish times from the horn, or by watching over the heads of the finish line staff
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using the Regatta Master dedicated finish line computer. This person also acted as an observer
for the split timing.

A team of three spotters, 1 scribe and 2 observers (see notes above) would watch the split order
at each 500 metre location. The scribe would write down the split orders and finish order. The
split orders would be provided to the Regatta Master split timing volunteer and the finish order
would be provided to the Regatta Master finish timing volunteer and umpire at the finish when
they were signing off on results.

There was a dedicated volunteer operating the finish line horn (sometimes officials performed
this function).

There was a dedicated volunteer for the finish flag.

Basic Description of Start Line Operations

There was someone pressing the start plunger for Finish Lynx system in addition to the umpire
start team with their radios.

Description of the Video System

There were 4 remote stations and a system at the finish.

At each station (start, 500m, 1000m, and 1500m) there was a video camera and wireless signal
transmitter powered by a battery with a solar panel backup.

Specific Description of the Start and 500 metre platforms:

Video camera: Swann 4 MP series camera model NHD-818 labelled with location on the outside
so it gets installed in the correct spot. The connections were wrapped in electrical tape to
prevent moisture from getting in. The camera was mounted using the screws included in the
security camera package onto a wood base and that was mounted on the top of the pole (see
below). The cameras on poles were pointed so that they could capture boats approaching their
position as well as crossing the 500 m point. The camera has a 75 degree viewing angle and
were pointed perhaps 20-25 degrees ahead of the line perpendicular to the course.

o Camera 1 set to Time Trial Start, then rotated to look at sprint start — camera 1 was not
on a pole: it was looking directly out across the time trial start line at the 100 m line. For
the sprint starts the camera was redirected at the hinge to point to the start platform.

o Camera2setto 500 M

o Camera 3 setto 1000 M

o Camera4setto 1500 M

Transmitter:  Ubiquiti Nanostation M model NSM5 with details such as IP address and
configuration details labelled on the outside. Mounted on the pole using the shielding kit.

Shielding kit for transmitters to reduce interference: Nanostation Loco Shield Kit

Conduit pole to mount camera and transmitter on: Galvanized conduit from Home Depot. (I
think this is it — | bought it previously for a different purpose)
The pole was strapped to pilings at each 500 metre location using straps: MEC (the Canadian

equivalent of REI) 3 m straps. If | had used 5 m straps | could have straps the poles with 1 strap
in 2 different straps to prevent wind movements.
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https://www.ubnt.com/airmax/nanostationm/
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https://www.mec.ca/en/product/5028-386/MEC-Logo-Cinch-Strap

e The video cameras was connected to the transmitter by: 3’ RJ45 Cat 6 cable from
Amazon.ca

e Power for transmitter provided by Power Over Ethernet (POE) using the following cables: 15°
RJ45 Cat 6 cable from Amazon.ca connected to POE injector that comes with the Ubiquiti NSM5.

e Video power adapter: R-Tech 12v 1 A adapter power supply from Amazon.ca

e A power extension cord was required for the camera: 5 m cord from Amazon.ca 5.5 mm long
barrel, 2.1 mm tip across.

e The POE injector for the transmitter and the video power adapter plugged into an inverter:
Ucerami 350 W DC 12V to 110 AC dual power

e The inverter was connected to the load terminals of the charge controller of:  Renogy 50W
monocrystalline solar panel starter kit. The inverter came with some cabling. | removed the

cigarette plug from some of the wiring included as accessories and tripped one end to connect
the charge controller.

e A battery was connected to the battery terminals of the charge controller: 12V 18 Ah scooter
(deep cycle) battery. This required some lamp cable and clamps. | should have used the clamps
that came with the inverted above (and stripped the ends with the ring connectors) as they had
superior clamps than the ones ordered separately.

e The solar panels were also connected to their charge controller.

e Note: Battery chargers were purchased to charge the 12V batteries in the event that there was
insufficient solar power being generated. However, the batteries were typically fully charged if
disconnected prior to sundown.

e The charge controller, battery, inverter, POE injector, power adapter were placed in a bucket
with a waterproof lid. A roughly 1 2 hole was drilled in the side, slightly larger than one of the
Renogy solar cables to pass through. Bucket from Home Depot, along with a lid. The lid of the
bucket was pressed down in 3 spots around the rim to keep it waterproof, but allow it to be
opened with cold hands in the morning.

Technology Library

Figure 1 Swann video camera ('u L‘J’//

Figure 2 Ubiquiti NSM5 Transmitter
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https://www.amazon.ca/gp/product/B01J8MHYO0/ref=oh_aui_detailpage_o00_s00?ie=UTF8&psc=1
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https://www.amazon.ca/gp/product/B01J8KWN7A/ref=oh_aui_detailpage_o04_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B00FEOB4EI/ref=oh_aui_detailpage_o07_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B01MQJONSG/ref=oh_aui_detailpage_o08_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B01LX1E9GG/ref=oh_aui_detailpage_o09_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B00E7NDMC4/ref=oh_aui_detailpage_o06_s03?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B00E7NDMC4/ref=oh_aui_detailpage_o06_s03?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B009DKDHI0/ref=oh_aui_detailpage_o01_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B009DKDHI0/ref=oh_aui_detailpage_o01_s00?ie=UTF8&psc=1
https://www.homedepot.ca/en/home/p.spt-copper-electrical-lamp-cord---182-white-75m.1000663485.html
https://www.amazon.ca/gp/product/B01CEADSSO/ref=oh_aui_detailpage_o04_s00?ie=UTF8&psc=1
https://www.amazon.ca/gp/product/B019PPCVZ2/ref=oh_aui_detailpage_o03_s00?ie=UTF8&psc=1
https://www.homedepot.ca/en/home/p.19-l-5-gal-orange-home-depot-logo-bucket.1000143871.html
https://www.homedepot.ca/en/home/p.19l5-gallon---orange-snap-on-lid.1000736945.html

2 Smart Identification USB Ports

Roll over image to zoom in

Figure 3 Ubiquiti POE injector Figure 4 Ucerami power inverter

Figure 5 5m 5m DC Male to Female 5.5x2.1 mm
Figure 6R-Tech 12V 1 A adapter

Figure 7 RJ 45 cables Figure 8 Renogy Solar Panel Kit
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Figure 9 12v 18 Ah battery

Figure 10 Bucket.

Figure 11 Bucket lid

If you had access to a larger battery and didn’t need to use a solar panel to charge the battery your
configuration would look like this. Otherwise the inverter would plug into the charge controller as would
the solar panels and battery. The charge controller acts as an electricity distribution point.

Located in bucket

Mounted on pole

Figure 12 Remote station equipment (not showing solar panel connections)
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Solar panel
To:
Battery

To:
Inverter

Figure 13 Connecting to Charge Controller instead of Battery

Specific Description of the Finish Tent Technology
Network Video Recorder (NVR): Swann Security NVR8-7400 8 Channel 4MP Network Video

Recorder

System purchased: Swann 8-channel NVR Surveillance System with 2TB Hard Drive and 6 4MP

Bullet Cameras from Costco.ca online.

NVR Configuration Settings (see manual for details)

O O O O

Update firmware to current release.

Configuration of many settings requires all cameras to be connected.

Configuration is easier when connected to a 1080P monitor using a VGA cable initially.
On the Display menu:

Change the camera names so that
e Camera 1 set to Time Trial Start, then manually rotated to look at sprint
start.
e Camera 2 setto 500 M
e Camera 3 setto 1000 M
e Camera 4 setto 1500 M
e Camera 5 set to Finish
e Camera 6 could be used for viewing the start from the start tower with
more work.
Enable Record Date
Enable Display Camera Name
Under camera parameters enable 60 Hz for North America
Copy to all cameras and apply.

o Onthe IP Channel Menu (do this after the display menu changes):

Assign channels to cameras channel 1 to start, and so on.
Disable auto-add.

o On the Recording Menu:

(Encode Menu)
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http://www.swann.com/ca/products/security-systems/8-channel-dvr-nvr-systems?recording_resolution=4mp
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https://www.costco.ca/Swann-8-channel-NVR-Surveillance-System-with-2TB-Hard-Drive-and-6-4MP-Bullet-Cameras.product.100312770.html
https://www.costco.ca/Swann-8-channel-NVR-Surveillance-System-with-2TB-Hard-Drive-and-6-4MP-Bullet-Cameras.product.100312770.html
http://assistly-production.s3.amazonaws.com/195635/kb_article_attachments/109008/NVR_7300_7400_English_original.pdf?AWSAccessKeyId=AKIAJNSFWOZ6ZS23BMKQ&Expires=1511755214&Signature=baKMRdwn4srMA2OKi%2BdYsTDMH2I%3D&response-content-disposition=filename%3D%22NVR_7300_7400_English.pdf%22&response-content-type=application%2Fpdf

= Change encoding parameters to “Main Stream”

= Disable record audio.

= Change resolution to 1080P (1920 x 1080)

= Change Frame Rate to 20 frames/second.

= You might want to change Max bitrate to about 1000 kbps to reduce network
traffic if you are having network traffic issues. Each camera generates 6
MB/second with 4 cameras on the wireless network this is 25 MB/s which could
cause issues somewhere.

=  Copy to all cameras and apply.

= (Option Menu)

=  Ensure overwrite is enabled,

= enable pre-record

=  Change pack duration to 30 minutes.

= (Schedule Menu)

= change the recording time to motion (green) and select reasonable recording
hours.

o On the system menu:

= Change auto-lock time to never.

= Change the video standard to NTSC if in North America

= Change the time zone as appropriate.

= Change the date format to YYYY/MM/DD

= Change the device name as appropriate.

o Ensure time is synchronized against the Network Time Protocol server to display correct
time.

A 1500 watt Uninterruptable Power Supply (“UPS”’) was provided in the finish tent to provide power to
finish systems (Finish Lynx, Regatta Master computers, timing and results finish systems) so that in the
even that cords were unplugged there would be 30 minutes to resolve the issue prior to system failure.

The UPS serviced 3 power bars (and various extension cords as needed):

Circuit 1 for

Finish Lynx camera (provided by Rowing Canada Aviron)

Finish Lynx computer (provided by Rowing Canada Aviron)

Internet Hub provided by a TELUS providing internet connectivity through wifi and RJ45
ethernet port.

Network router connecting to Internet Hub hotspot through WAN port and providing 4 ports for
local connectivity.

Network switch providing 8 ports for the same subnet as router connected to port 1.

Circuit 2 for Regatta Master and all other systems.

Regatta Master start computer.

Regatta Master finish computer.

Regatta Master Split Computer

Secondary monitor connected to Regatta Master Split Computer via VGA cable.
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e 4 heating pads to keep volunteers warm: Sunbeam Dry Heating Pad 40 Watts

e 40 television for displaying images from network video recorder.

e Power Over Ethernet injector for finish line Ubiquiti NSM5 transmitter configured as Access
Point.

e Power adapter for VGA to ethernet RJ45 Transmitter to support remote viewing of video
camera.

Finish Lynx and Regatta Master setup and configuration.
Finish Lynx setup and configuration is not part of this document.

The Finish Lynx computer and the Finish Lynx Camera could have been connected to the timing system
router. This would allow the separation of the Finish Lynx Camera (outside) from the Finish Lynx
Computer (inside, drinking hot chocolate). For the capture of the finish line using the Finish Lynx camera
trigger, that operator could have watched a remote view of a separate camera on the finish line using a
separate network video recorder and monitor so that their video requirements did not conflict with the
existing split timing process.

Regatta Master PC configuration is not part of this document.

Finish Lynx Computer Setup
3 Regatta Master PC’s were used: start, finish and splits.

e Start and Finish line results could not be run on a single computer as starts and finishes could be
happening simultaneously with 7 or 8 minute centres, and the operators therefore needed to be
performing different tasks.

e Start and Split times could theoretically be operated on a single computer with 2 wide screen
monitors, but in the event of catching up after a race delay, starts might be happen on 5
minutes centres. 5 minute centres would allow the split computers to capture the 500, 1000 and
1500 metre splits, but not the Starts and the 1500 metre splits as they would conflict with each
other.
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Audio OQut  USB Port eSATA Port

Power Input HOMI Port LAN Port Video In

VGA Port

Figure 14 back of the Swann Network Video Recorder

The Network Video Recorder is connected to a number of devices.

Its power adapter, which needs to be plugged into the NVR before it is plugged into a power bar
to the UPS.

Swann provided Mouse for supporting the NVR.

HDMI port which was plugged into the 40” Samsung TV monitor in the finish tent.

The monitor also required a power plug and a 25° HDMI cable to connect it to the NVR so that it
could be located 10’ from the NVR for easier viewing.

The VGA port was plugged into the sending unit of a VGA UTP extender from Monoprice using a
male to male VGA cable that | had available to me. This would be similar. The VGA UTP extender
sending unit required a power plug for its adapter.

o This was connected to a 500’ run of Cat 5e waterproof outdoor cable from Amazon.ca.

o The ends of the cable required RJ45 ethernet connections which involved boots,
ethernet connectors, and a crimping tool, all from Amazon.ca.

o The far end of the cable connected to the VGA UTP receiving unit. The connection
during the test involved a multimedia projector with a VGA interface. That needed a
second male to male VGA cable to connect.

o The VGA UTP receiving unit required power from a power adapter.

o During the regatta, the large 66 monitor only had an HDMI connection so a VGA to
HDMI connector from Amazon.ca was attached. It took its power from the monitor’s
USB port.

o The 66” monitor was provided by another volunteer for audience viewing. It required a
power plug.

The LAN port was plugged into the router to provide ethernet IP network connectivity. More on
this below. Asus RT-N12 from Amazon.ca.
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The Swann finish line camera was attached to the finish line structure in line with the actual
finish line and connected with the ethernet cable included with the Swann system purchased
from Costco. That ethernet cable plugs into the NVR in ports on the right side of the back of the
NVR that supply POE to connected devices.

To connect your smart phone to the NVR, please see the Swann manual.

Network Connectivity at the Finish.
The Asus RT-N12 router used for networking and internet connectivity was configured for a non-typical

subnet. This allows it to be used with a typical subnet found in many homes and small offices. The usual
network definition would be a subnet of 192.168.1.1 with a subnet of 255.255.255.0 allowing for IP
addresses to be assigned via the router’s DHCP service from 192.168.1.1 to 192.168.1.255.

The subnet of the router was amended to 192.168.2.1 retaining the subnet of 255.255.255.0
thereby allowing addresses to be assigned from 192.168.2.1 to 192.168.2.255.

Dynamic IP address allocation was amended to only provide dynamic IP address allocation from
192.168.2.40 to 192.168.2.255.

This allows the router to be connected via its WAN port to an existing subnet without generating
conflicting or duplicated IP addresses.

This change in subnetting will create specific addressing needs for the Ubiquiti Nanostation M5
transmitters.

Computers and the Swann camera system will function just as well on the 192.168.2.1 subnet as
the 192.168.2.1 subnet.

The Ubiquiti Nanostation M5 devices required configuration to connect properly. See a later section in
this document. Generic manuals are available here:

https://dl.ubnt.com/guides/NanoStation M/NanoStation M Loco M QSG.pdf

Configuration Guide:
https://dl.ubnt.com/guides/airOS/airOS UG.pdf
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Line Colours START, 500 Metres, 1000 Metres, 1500 Metres
Power

Data Swann NHD-818 4MP Cameras
Power + Data aimed slightly ahead of the split line
Wireless Data
Renology 50w solar panel

monocrystalline

Ubiquiti M5 Nanostation
set as "Station” Transformer 12v

5.5x 2.6, 1A

Solar Panel Charge Controller

Inverter / Renology 10A

(12v DC to 110V AC)

POE Injector

(Power over ethernet)
24V
12 V deep cycle battery
18A =
Swann NHD-818 4MP Camera on finish line
o _~Mouse!
o ~
S Swann Network Video Recorder NVR8-7400 === Power Adapter
2 km wireless / T S
connection = — POWer Cord
3

40" 1080P display using HDMI connection

VGA transmitter

4

Ubiquiti M5 NanoStation ~ Router === Power Adapter \
set as an Access Point ™ E Jutlet 4 \ up to 600" via cat 5 cable
1

POE Injector

Power Adapter

Power Adapter

A

/
2z
Display Space: covered with power /
_~VGA Receiver Power Adapter
-
"/‘ﬁ’ :
s Projector with VGA ports Power Cord
or Television tlet

(if television, then VGA to HDMI converter powered by TV USB port)
Screen! (or wall)

Displaying Start, 500m, 1000m, 1500m or a combination of all 4
Note: finish camera not displayed at request of the officials

Figure 15 Overall view of video system components and connections.
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Figure 16 camera showing label with POE port

Figure 17 Cat 6 cable providing power to Ubiquiti transmitter

Figure 18 cheap connectors not maintaining their
connection (damn them). The wires were clamped in place
on the battery terminals with the clamps if the clamp fell

off the end of the wire.

Figure 19 bucket of gear with top pressed down in 3 locations
for ease of access

A

3§77 -
m 12249
3
tac Cha!
WS

olfer 1O

Figure 20 fully connected solar panel charge controller

Figure 21 solar panel (inverted) connections
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Figure 22 stuff to go into station buckets

Figure 23 video camera and Ubiquiti transmitter to be
connected to pole

Figure 24 inside of bucket with gear at each station. The silver
sheet was for mounting as a shield over the cameras to keep
rain drops off the lenses.
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Additional Notes — Unused Technology

Apparently, Ubiquiti NSM5 transmitters will operate on 12 volts rather than the 24 volt that their POE
injectors provide. To inject 12 volt into POE, the cheapest solution is to create a stable 12 volt source
(batteries fluctuate) and then inject that into the Ubiquiti port.

Potentially the load output on the solar charge controllers might provide 12v current, but they might
also fluctuate. The load balancer will balance out the load.

e Mean Well SD-15A-12 15W 1.25A 12V single output DC-DC power supply

The RJ45 jacks will allow you to wire the transmitter to the load balancer.

e Tycon Systems POE-PowerTap POE to wire terminal adapters from Amazon.com

If ordering Amazon.com products from Canada, please note that UPS charges a stupid amount of
customs brokerage fees.

Page 18 of 33


https://www.amazon.com/gp/product/B01N5F7JXT/ref=oh_aui_detailpage_o01_s00?ie=UTF8&psc=1
https://www.amazon.com/gp/product/B00BNI08KU/ref=oh_aui_detailpage_o00_s00?ie=UTF8&psc=1

Configuring the network:

Network Video Recorder
The network video recording is assigned a dynamic IP address through the router’s DHCP function.

Network Router

Configuring the router on a different subnet to your home router (assuming you will be testing it there)
allows you to connect the WAN port on the camera system’s router to a device port on your home
router with causing IP address problems.

The (video system) system router was configured on the 192.168.2.1 subnet meaning that all IP
addresses will be generated from 192.168.2.1 to 192.168.2.255. The static or fixed IP address range was
configured to end at 192.168.2.40 so that network infrastructure devices such as the router,
transmitters and potentially printers were using the addresses 192.168.2.1 through 192.168.2.39 and
computer, cameras, and so on were using addresses from 192.168.2.40 to 192.168.2.255.

Each router is different. | am using a Asus RT-N12D1 router, mostly because it’s cheap and don’t use
the 5 GHz band which might conflict with the wireless network.

The router is configured according to the manual as follows:

SSID: fcrc regatta

Password: [not shown]

Router Administrator ID: admin

Router Administrator Password: [not shown] (must be changed when setup)

== RT-N12D1 Logout Reboot English

Operation Mode: wireless router Firmware Version: 3.0.0.4.380_8120 SSID: fcrcregatta

' 47 Quick Internet
, Setup

System Status

General
2.4GHz Status

Internet status:
Network Map Connectad Network Name (SSID)
WAN IP: 192.168.1.71 fercregatta
Guest Network DDNS: GO
D Authentication Method

Traffic Manager WPA2-Personal

WPA Encryption

Parental Controls
AES

) WPA-PSK key
Advanced Settings
LTI LI Y]]

=" Wireless
Gl

. Apply
Security level:

> LAN
{at WPA2-Personal & AN

@ WAN 192.168.2.1
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Change the router settings, and write down any settings changed. Change the SSID network name: |
used fcrcregatta. Use WPA2-Personal Authentication method, AES WPA encryption, and create a
lengthy WPA pre-shared key. ldeally write it down before you enter it.

Setup
General WPS WDs Wireless MAC Filter RADIUS Setting Professional

General

Wireless - General
Network Map

Set up the wireless related information below.
Guest Network

MNe Name (SSI0) fcreregatta

Ui Hide SSID ®ves ONo

Parental Controls Wireless Mode Auto

Channel bandwidth 20/40 MHz
Advanced Settings
Control Channel Auto C

Wireless
Extensio annal Auto
Authentication Method WPAZ-Personal
WPA Encryption AES

WPA Pre-Shared Key

Group Key Rotation Interval

Firewall

On the LAN settings/LAN IP page, this is where | changed the subnet from 192.168.1.1 to 192.168.2.1,
so that all devices connected to the router are on a different subnet than my home network to avoid
conflicts.
ER LT TTELS
LAN IP DHCP Server Route  IPTV

General

LAN - LAN IP
Metwork Map

Configure the LAN setting of RT-N1201.

Guest Network
IF Addre 192.168.2.1

Traffic Manager

Subnet Mask

Parental Controls

Advanced Settings

Wireless

Y LaN
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On the LAN Settings/DHCP Server page, | amended the IP Pool Starting Address to 192.168.2.40 so that
no device would be assigned addresses between 192.168.2.1 and 192.168.2.39. | used those static
addresses for specific network infrastructure devices such as the wireless transmitters.

3 > Operatiol ire fercregatta
Quick Internet
Setup

LAN IP DHCP Server Route

General
LAN - DHCP Server
Network Map

DHCP (Dynamic Host Configuration Protocol) is a prolocal for the aulomatic configuration used on IP networks, The DHCP
Guest Network server can assign each chent an IP address and informs the client of the of DNS server IP and default gateway IP. RT-N12D1

supports up 10 253 [P addresses for your local network

Traffic Manager

O ves ®No

Parental Controls

Advanced Settings
192.168.2.40

+ Wireless
192.168.2.254

N
1./ LAN 86400

&) wan

| can’t remember if there were any change here. | don’t think so but make sure the firewall function is
enabled.

Firewall - General
Network Map

Enable the firewall to protect your local area network against attacks from hackers. The firewall filters the incoming and outgoing
Guest Network packets based on the filter rules.

DoS Protection FAQ

Traffic Manager
Enable Firewall O Yes ®No

Parental Controls Enable Do$S protection ®ves ONo

. Logged packets type None
Advanced Settings
Respond ICMP Echo (ping) Request from

Wireless WAN ®ves ONo

¥r, VPN

v

@ Firewall
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Ubiquiti NSM5 Wifi Transmitters
The primary transmitters which connects the remote “stations” to the router was configured as an
“access point”. The remote stations were set up to only be able to communicate with the access point.

Access Point. Refer to the documentation for the default IP address of the device. Only 1 transmitter can
be set up at a time, as they all have the same IP address by default.

https://dl.ubnt.com/guides/NanoStation M/NanoStation M Loco M QSG.pdf

Connect the UBNT NSM5 to your home router on the 192.168.1.1 network through the included POE
injector. The default IP address is https://192.168.1.20 . Your browser will indicate that the site is not
secure. Go to “details” within the browser window. Note the picture below shows 192.168.2.21 as it
reflects the current functional configuration, not the default one.

Access Point configuration
B & | B Certificate error: Naviga X | +

& > O ® ® 192.168.2.21

This site is not secure

This might mean that someone'’s trying to fool you
or steal any info you send to the server. You should
close this site immediately.

1 Go to your Start page

Details

Go on to the webpage
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https://192.168.1.20/

B a ‘ B3 Certificate error: Naviga X | +

R v N @ https//192.168.2.21/

This site is not secure

This might mean that someone’s trying to fool you
or steal any info you send to the server. You should
close this site immediately.

1 Go to your Start page

Details

Your PC doesn't trust this website's security
certificate.

The hostname in the website's security certificate
differs from the website you are trying to visit.

Error Code: DLG_FLAGS_INVALID_CA
DLG_FLAGS_SEC_CERT_CN_INVALID

Go on to the webpage (Not recommended)

By default, the username and the password are both “ubnt”.

& al B Loain X |+ v
Tabs you've set aside
e o d LW, @ @ Certificate error https://192.168.2.21/login.cai?uri=/

0S User ame: [

J

MOBILE

Make Installations Plug and Play

i

Make sure airMAX and airSelect is enabled on the first tab.

Page 23 of 33



Nanootation /v

airMAX Settings: airView

airtMAX: [?] Enable
Long Range PtP Link Mode: [?] []

airView Port: [?] | 18888

J Launch airView [?]

airSelect

airSelect: [?] Enable

Frequency List, MHz: [?] [5735,5740,5745,5750,5755,| | Edit... |

Hop Interval: [?] | 3000 miliseconds
Announce Count: [?]

© Copyright 2006-2017 Ubiquiti Networks, Inc.
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The Main tab shows you current status. There is only 1 camera functioning in the throughput graph.

Nanootation M

Status
Device Model: NanoStation M5 CPU: MBI 115%
Device Name: FCRCap Memory: 37%
Network Mode: Bridge
Wireless Mode: Access Point WDS ARMACRIAA 0 IEE0,60
SSID: fere Connections: 1
Security: WPA2-AES Noise Floor: -100 dBm
Version:  v6.0.7 (XW) Transmit CCQ: 99.1 %
Uptime:  00:35:23 airMAX: Enabled
Date: 2017-09-08 05:07:17 airtMAX Quality: 97 %

Channel/Frequency:
Channel Width:
Frequency Band:
Distance:

TX/RX Chains:

TX Power:
Antenna:
WLANO MAC:
LANO MAC:

LAN1 MAC

LANO / LAN1:

Monitor

156 / 5780 MHz
40 MHz (Upper)
5770 - 5810 MHz
0.1 miles (0.2 km)
2X2

27 dBm

Builtin - 16 dBi

78:8A:20:3E:E6:6B
78:8A:20:3F:E6:6B
7A:8A:20:3F:E6:6B
100Mbps-Full / Unplugged

airMAX Capacity: 92%

airSelect: Enabled
Hop Interval: 3000 ms

UNMS: [?] Disabled

Throughput | Stations | Interfaces | ARP Table | Bridge Table | Routes | Log

WLANO

LANO

O T N - SR

Mbps 0

B _RX: 6.71Mbps-~,
Wl TX:218kbps

M RX\128kbps
/- TX: 6.61Mbps

Wireless tab:
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The communication between the NSM5 devices required an SSID. Make it different from any other SSID
in use and in range. Directly below are the configuration details used in my setup.

SSID: ferc

Password: [not shown] can include spaces, upper and lower case
IP address: Name: Location:

192.168.2.21 FCRCap finish

Device username: fcrc2008 identical for all devices
Device password: [not shown] identical for all devices

If you have to change any values, you must choose change first, then apply.

Nanootation /mv

Wireless Mode: |Awess Paint ~ I
WDS (Transparent Bridge Mode): Enable
SSID: [fere | O Hide ssiD
Country Code: | Canada
IEEE 802.11 Mode: | A/N mixed
Channel Width:[?7] ]40 MHz ~ |
Frequency, MHz: |au10 v I
Extension Channel: None ~

Frequency List, MHz: [] Enable [5735,5740,5745,5750,5755, [ Edit... |

Calculate EIRP Limit: ~*| Enable

Antenna: [Builtin (2x2) - 16dBi |

Output Power: dBm
Data Rate Module: |Default ~ |
Max TX Rate, Mbps: | MCS 15 - 270/300 v | Auto
Wireless Security
Security: | WPA2-AES |
WPA Authentication:
WPA Preshared Key: |o|lllll"oooooo| | D Show

MAC ACL: [_| Enable

For the Frequency List, use the drop down list to the right and “select all”” available frequencies. The
devices will automatically hunt for the best channel through magic. Or software engineering.
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[FCRCap] - Frequency List - Microsoft Edge = O X

& Certificate error https://192.168.2.21/scan_channels.cgiZieee_mode=11naht&country=124&chanbw=40&airmax=
A
Frequency List, MHz
["] select Al
5265 MHz (DFS) 5270 MHz (DFS) 5275 MHz (DFS) 5280 MHz (DFS) 5285 MHz (DFS)
5290 MHz (DFS) 5295 MHz (DFS) 5300 MHz (DFS) 5305 MHz (DFS) 5310 MHz (DFS)
5315 MHz (DFS) 5320 MHz (DFS) 5325 MHz (DFS) 5330 MHz (DFS) 5335 MHz (DFS)
5485 MHz (DFS) 5490 MHz (DFS) 5495 MHz (DFS) 5500 MHz (DFS) 5505 MHz (DFS)
5510 MHz (DFS) 5515 MHz (DFS) 5520 MHz (DFS) 5525 MHz (DFS) 5530 MHz (DFS)
5535 MHz (DFS) 5540 MHz (DFS) 5545 MHz (DFS) 5550 MHz (DFS) 5555 MHz (DFS)
5560 MHz (DFS) 5565 MHz (DFS) 5570 MHz (DFS) 5575 MHz (DFS) 5580 MHz (DFS)
5585 MHz (DFS) 5665 MHz (DFS) 5670 MHz (DFS) 5675 MHz (DFS) 5680 MHz (DFS)
5685 MHz (DFS) 5690 MHz (DFS) 5695 MHz (DFS) 5700 MHz (DFS) 5705 MHz (DFS)
5710 MHz (DFS) 5735 MHz 5740 MHz 5745 MHz 5750 MHz
5755 MHz 5760 MHz 5765 MHz 5770 MHz 5775 MHz
5780 MHz 5785 MHz 5790 MHz 5795 MHz 5800 MHz
5805 MHz 5810 MHz 5815 MHz 5820 MHz 5825 MHz
5830 MHz 5835 MHz 5840 MHz
[ OK ][ Close | N

Moving to the Network tab, choose Bridge mode, Simple configuration, and choose your poinon in
terms of IP address management. DHCP is no doubt simpler if it goes well, but might be a monster if it
goes badly. If using static addresses, enter them here. Note that the gateway must be aligned with the
devices’ IP address.

iNanootation Mo

NETWORK [SAD! D | sErvices | sysTEM

[=] Network Role

Network Mode: | Bridge ~]
Disable Network: | None ~]

=] Configuration Mode

Configuration Mode: |5imp\e ~

[2] Management Network Settings

Management IP Address: () DHCP (® Static IPv6: [] Enable
IP Address: [192.168.2.21
Netmask: [255.255.255.0
Gateway IP: [192.168.2.1
Primary DNS IP:
Secondary DNS IP: |
MTU:
Management VLAN: [ | Enable
Auto IP Aliasing: Enable
STP: [] Enable
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If you did make any changes, choose change, then apply.

Nanootlation o

NETWORK

Configuration contains changes. Apply these changes? Apply || Di

[E] Network Role

Network Mode;
Disable Network:

Configuraton b

[E] Management Network Settings

Management IP Address: () DHCP (@) Static IPv6: [_] Enable
IPAddress:
prmaryONSIR:[ ]
Secondary DNS IP: |:|
mru:[1500 |

Management VLAN: [ ] Enable
Auto IP Aliasing: Enable
STP: [] Enable

On the advanced tab, | disabled the POE passthrough as the camera is working on 12 volts and the UBNT
transmitter at 24 watt.

Nanoolation M

Advanced Wireless Settings

RTS Threshold: [?] 2346 Off
Distance: [?] miles (0.6 km) [7] Auto Adjust
Aggregation: [?] |32 |Frames |50000 |Bytes Enable

Multicast Data: [?] [] Allow
Multicast Enhancement: [?] Enable
Installer EIRP Control: [?] [_] Enable
Extra Reporting: [?] Enable
Client Isolation: [?] [_] Enable

Sensitivity Threshold, dBm: [?] |-96 off

LANO Speed: [?] [10/100 Auto =
LAN1 Speed: [?] | 10/100 Auto ~

POE Passthrough: [?) [] Enable

SIGNALLED TIIESNOIAS | oot et

LED1 LEDZ LED3  LED4
Thresholds, dBm: [?] -[94  |-[s0  |-[z3 |-[es |
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Under the system tab, ensure that you check for updates. When they were new in box, they needed an
update.

Given them device names, ensure the time zone is correct. Create a standardized user name for all the
devices. Mine were all the same, but you might choose differently. | guess you could enter the latitude
and longitude if the devices on your network needed it. Change the Administrator User Name if you
haven’t already. Write is down somewhere safe for future generations. Save, Apply and away you go.

[T wan ] wiess | NETwoRK_ ] AbvaNGeD | seavices. | srs1ii

Firmware Update

Firmware Version: XW.v6.0.7 Upload Firmware: Browse...
Build Number: 31601

Check for Updates: Enable | Check Now

Device Date Settings
Device Name: [FCRCap | Time Zone: [(GMT-08:00) Pacific Star -
Interface Language: |Eng|i5h \/l Startup Date: [ | Enable

Startup Date:

System Accounts

Administrator User Name: |f|:rc:2008 l -

Read-Only Account: D Enable

Miscellaneous Location
Reset Button: [7] Enable Latitude: | |
Revised UNII Rules: [?] Longitude: |
Device Maintenance Configuration Management
Reboot Device: Back Up Configuration:
Support Info: Upload Configuration: Browse...

Reset to Factory Defaults:
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Station Configuration
https://192.168.2.24/

The station pictured in the examples was already configured as 192.168.2.24, or FCRCstation3 for use at
the 1000M station.

SSID: ferc

Password: [not shown] can include spaces, upper and lower case
IP address: Name: Location:

192.168.2.22 FCRCstationl start

192.168.2.23 FCRCstation2 500m

192.168.2.24 FCRCstation3 1000m

192.168.2.25 FCRCstation4 1500m

Device username: fcrc2008 identical for all devices
Device password: [not shown] identical for all devices

< [ [FCRcap] - Main

S ORI O

} B3 Certificate error: Navige X | +

192.168.2.24

This site is not secure

This might mean that someone’s trying to fool you
or steal any info you send to the server. You should
close this site immediately.

3 Go to your Start page

Details

Your PC doesn't trust this website's security
certificate.

The hostname in the website's security certificate
differs from the website you are trying to visit.

Error Code: DLG_FLAGS_INVALID_CA
DLG_FLAGS_SEC_CERT_CN_INVALID

Go on to the webpage (Not recommended)

Page 29 of 33


https://192.168.2.24/

MAIN Tools Logout
Device Model: - NanoStation M5 CPU: EEN 19%
Device Name: FCRCstation3 Memory: 35%
Network Mode: AP MAC: 78:8A:20:3E:E6:68
Wireless Mode: Station WDS ) ' .‘.I S N
] -
SsiD: He Swg?all{S\l’re’r‘\gll':‘ ‘15 /-12 dBy e
Security: WPAZ-AES "”’D": ep'“ -10é :15 m
Version: v6.0.7 (XW) N oe CZ‘;‘ o "
Uptime:  00:47:58 'Ter";R : 30*‘JM 300 Mi
/
Date: 2017-09-08 05:10:52 ate bps bpa
ChanneliFrequency: 149/ 5745 MHz alfMAX: Enabled
Channel Width: 40 MHz (Upper) airMAX Priority:  Base
Frequency Band: 5735 - 5775 MHz aifMAX Quality: [ AREEE] 97 %
Distance: 0.3 miles (0.5 km) alMAX Capacity: [WEE ANEE |92 %
THRX Chains: - 2X2 UNMS: [7] Disabled
TX Power: 27 dBm
Antenna:  Builtin - 16 dBi
WLANO MAC:  78:8A:20:3E:E4:CC
LANO MAC:  78:8A:20:3F:E4:CC
LANTMAC: TA:BA:20:3F:E4:CC
LANO/LAN1: Unplugged / 100Mbps-Full
Monitor
Throughput | AP Information | Interfaces | ARP Table | Bridge Table | Routes | Log
WLANO LAN1
8 8
7|\ RX: 214kbps 7 [\ I, RX: 6.82Mbps
v/
6| Ml TX: 7.07Mbps 6] W TX: 151kbps
5 5
4 4
3 3

Start with the Wireless tab first and assign wireless mode as Station. Enter the SSID information at the
top and bottom so it matches the previous configuration of the Access Point.

Use the Lock to AP function to associate this device with the Access Point you just set up. That AP has to
on and active. Enable WDS (Transparent Bridge Mode). There is no Frequency Scan List when
configured as a Station.

Nanootation Mo

WIRELESS

Basic Wireless Settings

Wireless Mode:

WDS (Transparent Bridge Mode): Enable

SSID: [ferc |[setect.. |

Lock to AP: | 78:8A:20:3E:E6:6B

Country Code: | Canada

Change...

IEEE 802.11 Mode: | A/N mixed

Channel Width:[?] | Auto 20/40 MHz ~

Frequency Scan List, MHz: [_| Enable
Calculate EIRP Limit: |~ Enable

Antenna: | Built in (2x2) - 16 dBi v

Qutput Power:

dBm
Data Rate Mo
Max TX Rate, Mbps: | MCS 15 - 130/144.4 [27C ~ Auto

Wireless Security

Security: [ WPA2-AES ~
WPA Authentication
WPA Preshared Key: [[] show
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Back on the first tab, ensure that the airMax priority is set to Base. If one station is set higher than the
others, the signal may be impaired.

Nanootation Mo

airMAX Settings: airView

airMAX Priority: [?] |Base v airView Port: [?] | 18888

J Launch airView [?]

© Copyright 2006-2017 Ubiquiti Networks, Inc.
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On the Network tab, choose Bridge mode, none for Disable Network, Simple for configuration, enter the
Static Addresses/Netmask/Gateway IP if that’s what you are using. Enable Auto IP Aliasing. | don’t know
what it is, but it sounds neat. Change and Apply as needed.

Nanootation /v OS

] Network Role

Network Mode: | Bridge ~]
Disable Network: {None ~ ‘

[E Configuration Mode

Configuration Mode:[Simple ]

[E Management Network Settings

Management IP Address: () DHCP (@ Static IPv6: [ ] Enable
IP Address: [192.168.2.24
Netmask: |255.255.255.0
Gateway |P: |192.168.2.1
Primary DNS IP: |
Secondary DNS IP: |

Management VLAN: [ | Enable

Auto IP Aliasing: Enable
STP: [] Enable
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In the Advanced tab, Disable POE Passthrough. (unless you are using 24volt cameras powered by POE).

Nanootation e

Advanced Wireless Settings

RTS Threshold: [?] 2346 Off

Distance: [7] miles (0.6 km) [] Auto Adjust

Aggregation: [?] |32 ‘ Frames ‘50000 ‘B)ﬂes Enable

Multicast Data: [?] [/] Allow
Installer EIRP Control: [?] [] Enable
Extra Reporting: [?] Enable
Sensitivity Threshold, dBm: [?] |-96 Off

Advanced Ethernet Settings

LaNO Sposc: 7
LAN1 Speed: [?] | 10/100 Auto ~

POE Passthrough: [?] [[] Enable

Signal LED Thresholds

LED1 LED2 LED3  LED4
Thresholds, dBm: [?] -[a4  |-[so |-[73 ]-[e5 ]

| can’t remember if | had to enable the NTP client to automatically set the time on the device.

Nanootation /v

Ubiquiti Networks Management System
UNMS: [] Enable

Url: -
Key: | Edit
Ping Watchdog SNMP Agent
Ping Watchdog: [] Enable SNMP Agent: [_] Enable
IP Address To Ping: SNMP Community: | public
Ping Interval: 1300 seconds Contact:
Startup Delay: 300 seconds Location:

Failure Count To Reboot.: |3

Save Support Info:

Web Server SSH Server
Web Server: Enable SSH Server: Enable
Secure Connection (HTTPS): Enable Server Port:
Secure Server Port: Password Authentication: Enable
Authorized Keys:
Telnet Server NTP Client
Telnet Server: [_| Enable NTP Client: Enable
Server Port:[23 NTP Server:
Dynamic DNS System Log
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In the System tab, do the same thing you did for the AP: set the administrator user name and password
(the same as the others for simplicity), and check for updates.

iNanootation /v

SYSTEM

Firmware Update

Firmware Version: XW.v6.0.7
Build Number: 31601

Check for Updates: Enable| Check Now

Upload Firmware: Browse...

Device Date Settings

Device Name; [FCRCstation3 \ Time Zone: [ (GMT-08:00) Pacific Stai

Interface Language: ‘Eﬂglish V‘ Startup Date: [_] Enable
Startup Date:
Sy SO A O OIS e
Administrator User Name: |fcrc2008 € 4

Read-Only Account: [ | Enable

Miscellaneous

_ Location

Reset Button: [?] Enable Latitude: | J
Revised UNII Rules: [?] Longitude: | ]

Device Maintenance

Reboot Device:

Configuration Management

Back Up Configuration:
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